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1. ПАСПОРТ ФОНДА ОЦЕНОЧНЫХ СРЕДСТВ 
 

№ 
п/п 

Контролируемые разделы 
(темы) дисциплины 

Код контролируемой 
компетенции (или ее 

части) 

Наименование  
оценочного средства  

1. Тема 1. Теоретические осно-

вы информационной без-

опасности 

ОПК-9.1, ОПК-9.2 реферат; письменные кон-

трольные работы; пример-

ный перечень вопросов для 

подготовки к зачету. 

2. Тема 2. Международное за-

конодательство в области 

информационной безопас-

ности  

ОПК-9.1, ОПК-9.2 реферат; письменные кон-

трольные работы; пример-

ный перечень вопросов для 

подготовки к зачету. 

3. Тема 3. Защита информации ОПК-9.1, ОПК-9.2 реферат; письменные кон-

трольные работы; пример-

ный перечень вопросов для 

подготовки к зачету. 

4. Тема 4. Защита от информа-

ции 

ОПК-9.1, ОПК-9.2 реферат; письменные кон-

трольные работы; пример-

ный перечень вопросов для 

подготовки к зачету. 

5. Тема 5. Правовой режим 

Интернет-ресурсов 

ОПК-9.1, ОПК-9.2 реферат; письменные кон-

трольные работы; пример-

ный перечень вопросов для 

подготовки к зачету. 

6. Тема 6. Ответственность за 

правонарушения в сфере 

информации 

ОПК-9.1, ОПК-9.2 реферат; письменные кон-

трольные работы; пример-

ный перечень вопросов для 

подготовки к зачету. 
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2. ФОНД ОЦЕНОЧНЫХ СРЕДСТВ ДЛЯ ПРОВЕДЕНИЯ 
 ТЕКУЩЕГО КОНТРОЛЯ  ОБУЧАЮЩИХСЯ ПО ДИСЦИПЛИНЕ 

 
Для проведения текущего контроля обучающихся по дисциплине ис-

пользуются следующие оценочные средства: 

1. Реферат. 

2. Письменные контрольные работы. 

 

 

2.1. ПРИМЕРНАЯ ТЕМАТИКА РЕФЕРАТОВ 
 

1. Общедоступная информация, информация ограниченного доступа. 

2. Государственная тайна. 

3. Персональные данные. 

4. Коммерческая тайна. 

5. Субъекты и объекты правоотношений в области информационной без-

опасности. 

6. Понятие и виды защищаемой информации по законодательству РФ. 

7. Отрасли законодательства, регламентирующие деятельность по защите 

информации. 

8. Перспективы развития законодательства в области информационной 

безопасности. 

9. Гарантии информационных прав граждан.  

10. Право на судебную защиту.  

11. Правовое регулирование единого информационного пространства РФ. 

12. Обеспечение безопасности информационных и телекоммуникационных 

систем. 

13. Основы патентных правоотношений.  

14. Защита прав патентообладателей и авторов.  

15. Правовое регулирование взаимоотношений администрации и персона-

ла в области обеспечения информационной безопасности. 

16. Экспертиза преступлений в области компьютерной информации.  

17. Проблемы судебного преследования за преступления в сфере компью-

терной информации. 

18. Уголовная ответственность в информационной сфере.  

19. Материальная ответственность в информационной сфере. 

 
Наименование 

оценочного средства 
Критерии оценки 

Реферат  Оценка «отлично» выставляется, если студент показал 

всесторонние, системные и глубокие знания материала, 

усвоил взаимосвязи основных понятий дисциплины и их 

содержание, проявил творческие способности в понима-

нии и изложении материала по программе курса, знает 

фактические данные и способен их анализировать. 

Оценка «хорошо» выставляется, если студент обнаружил 
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твердые знания предмета, усвоил рекомендуемую литера-

туру, четко ориентируется в проблемных вопросах пред-

мета, но допускающий незначительные неточности. 

Оценка «удовлетворительно» выставляется, если сту-

дент показал знание основного программного материала, 

справляется с выполнением заданий, предусмотренных 

программой, знаком с рекомендованной литературой, но 

допускает существенные неточности. 

Оценка «неудовлетворительно» выставляется, если сту-

дент продемонстрировал незнание значительной части 

программного материала, неумение сформулировать пра-

вильные ответы на поставленные вопросы. 

 
 

2.2. ЗАДАНИЯ ДЛЯ ПИСЬМЕННЫХ КОНТРОЛЬНЫХ РАБОТ 
 

Тема Итоговое задания текущего контроля 
Тема 1. Теоретические основы 

информационной безопасно-

сти 

Аналитическая справка по информационной сфере 

субъекта Российской Федерации  

Тема 2. Международное зако-

нодательство в области ин-

формационной безопасности  

Аналитическая справка по законодательству о защите 

информации и защите от информации субъекта Рос-

сийской Федерации 

Тема 3. Защита информации Инструкция по защите информационных ресурсов от 

несанкционированного доступа Прокуратуры субъекта 

Российской Федерации 

Тема 4. Защита от информа-

ции  

Анализ информационной продукции для детей разного 

возраста (не достигших возраста шести лет; достигших 

возраста шести, двенадцати и шестнадцати лет) 

Тема 5. Правовой режим Ин-

тернет-ресурсов  

Аналитическая справка на тему: «Правовое регулиро-

вание деятельности социальных сетей» 

Тема 6. Ответственность за 

правонарушения в сфере 

информации 

Проверка текста в системе АНТИПЛАГИАТ 

 
 

Наименование 
оценочного средства 

Критерии оценки 

Письменные  контроль-

ные работы 

Оценка «отлично» выставляется, если студент показал 

всесторонние, системные и глубокие знания материала, 

усвоил взаимосвязи основных понятий дисциплины и их 

содержание, проявил творческие способности в понима-

нии и изложении материала по программе курса, знает 

фактические данные и способен их анализировать. 

Оценка «хорошо» выставляется, если студент обнаружил 

твердые знания предмета, усвоил рекомендуемую литера-

туру, четко ориентируется в проблемных вопросах пред-

мета, но допускающий незначительные неточности. 

Оценка «удовлетворительно» выставляется, если сту-

дент показал знание основного программного материала, 

справляется с выполнением заданий, предусмотренных 
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программой, знаком с рекомендованной литературой, но 

допускает существенные неточности. 

Оценка «неудовлетворительно» выставляется, если сту-

дент продемонстрировал незнание значительной части 

программного материала, неумение сформулировать пра-

вильные ответы на поставленные вопросы. 

 

 
3. ФОНД ОЦЕНОЧНЫХ СРЕДСТВ 

ДЛЯ ПРОВЕДЕНИЯ ПРОМЕЖУТОЧНОЙ АТТЕСТАЦИИ 
ОБУЧАЮЩИХСЯ ПО ДИСЦИПЛИНЕ 

 
 

Изучение учебной дисциплины «Правовые основы информационной 

безопасности» завершается промежуточной аттестацией в форме зачета. 

 
3.1. ПРИМЕРНЫЙ ПЕРЕЧЕНЬ 

ВОПРОСОВ ДЛЯ ПОДГОТОВКИ К ЗАЧЕТУ 
 

1. Информация как объект правового регулирования.  

2. Виды угроз информационной безопасности Российской Федерации.  

3. Понятие и структура информационной безопасности. 

4. Конституционные права граждан и основные принципы в сфере инфор-

мации.  

5. Структура информационной сферы и характеристика ее элементов.  

6. Формирование информационных ресурсов и их квалификация. 

7. Общедоступная информация, информация ограниченного доступа.  

8. Государственная тайна.  

9. Персональные данные. 

10. Субъекты и объекты международного информационного обмена.  

11. Правовой режим участия в международном обмене.  

12. Международное сотрудничество в области борьбы с компьютерной пре-

ступностью. 

13. Международное законодательство в области защиты информации.  

14. Международное законодательство в области защиты от информации. 

15. Примеры национальных законодательств о защите информации и защите 

от информации.  

16. Соответствие российских нормативных и правовых документов между-

народно-признанным нормам и стандартам. 

17. Понятие информационной безопасности личности.  

18. Запрет цезуры.  

19. Ограничения использования информации о частной жизни.  

20. Гарантии информационных прав граждан. 

21. Понятие информационной безопасности общества.  

22. Правовое регулирование средств информатизации, телекоммуникации и 

связи.  
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23. Правовое регулирование единого информационного пространства Рос-

сийской Федерации. 

24. Понятие информационной безопасности государства.  

25. Обеспечение защиты информационных ресурсов от несанкционирован-

ного доступа.  

26. Обеспечение безопасности информационных и телекоммуникационных 

систем. 

27. Субъекты и объекты правоотношений в области защиты от информации.  

28. Виды информации, распространение которой запрещено или ограниче-

но.  

29. Информация причиняющая вред здоровью и (или) развитию детей. 

30. Информационная продукция для детей разного возраста (не достигших 

возраста шести лет; достигших возраста шести, двенадцати и шестнадца-

ти лет).  

31. Порядок ограничения доступа к информации, распространяемой с нару-

шением закона. 

32. Общие требования к обороту информационной продукции.  

33. Требование к рекламной продукции.  

34. Информационная безопасность в сфере образования. 

35. Понятие безопасности в глобальном информационном пространстве.  

36. Информационное обеспечение государственной политики Российской 

Федерации. 

37. Правовое регулирование государственных информационных ресурсов.  

38. Особенности договорных отношений в сети Интернет. 

39. Законодательство Российской Федерации об интеллектуальная соб-

ственности.  

40. Объекты и субъекты авторского права.  

41. Исключительные авторские права.  

42. Смежные права. 

43. Ответственность за правонарушения в информационной сфере.  

44. Общая характеристика и виды ответственности за правонарушения в 

информационной сфере. 

45. Уголовная ответственность в информационной сфере.  

46. Административная ответственность в информационной сфере. 

47. Дисциплинарная ответственность в информационной сфере.  

48. Материальная ответственность в информационной сфере. 
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МЕТОДИКА ОЦЕНОК ПО ОЦЕНОЧНОМУ СРЕДСТВУ 
 

Наименование 
оценочного средства 

Критерии оценки 

Вопросы  для подготовки 

к зачету 

Оценка «зачтено» выставляется, если студент раскрыл 

содержание теоретических вопросов и правильно ответил 

на дополнительный(ые) вопрос(ы). Студент показал зна-

ние основного программного материала, справляется с 

выполнением заданий, предусмотренных программой, 

знаком с рекомендованной литературой. 

Студент должен: 

Знать: 
- содержание основных понятий по правовому обеспече-

нию информационной безопасности; 

- правовые способы защиты государственной тайны, кон-

фиденциальной информации и интеллектуальной соб-

ственности; 

- понятие и виды защищаемой информации, особенности 

государственной тайны как вида защищаемой информа-

ции; 

- правила лицензирования и сертификации в области за-

щиты информации. 

Уметь: 
- находить необходимые нормативные правовые акты и 

информационно-правовые нормы в системе действующе-

го законодательства, в том числе с помощью систем пра-

вовой информации; 

- применять действующую законодательную базу в обла-

сти информационной безопасности. 

Владеть: 
- навыками находить необходимые нормативные право-

вые акты и информационно-правовые нормы в системе 

действующего законодательства, в том числе с помощью 

систем правовой информации; 

- навыками применять действующую законодательную 

базу в области информационной безопасности. 

 

Оценка «не зачтено» выставляется, если студент не рас-

крыл содержание теоретических вопросов и не ответил на 

дополнительный(ые) вопрос(ы). Студент продемонстри-

ровал незнание значительной части программного мате-

риала, неумение даже с помощью преподавателя сформу-

лировать правильные ответы на вопросы билета. 

 


